


Overview
Saint Mary’s College of California (SMC) recognizes the importance of effective patch
management
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Violations and Penalties
Non-compliance can have serious consequences, as it may expose the organization to
security risks and operational disruptions. Violations of this policy may result in the
following penalties:

● Employee violations: Any employee found to be in violation of this policy may be
subject to disciplinary action, which can include verbal or written warnings,
suspension, or termination of employment, as deemed appropriate by the Human
Resources department and in accordance with the organization's HR policies.

● Contractors and third-party vendors: Non-compliance by contractors or
third-party vendors may lead to contract termination, financial penalties, or legal
action as stipulated in contractual agreements.

● Legal implications: Non-compliance that results in security breaches or data loss
may lead to legal action against the responsible party or parties.

● Financial penalties: Violations that result in financial losses to the organization
may lead to financial penalties, restitution, or damages sought through legal means.

Saint Mary’s College reserves the right to take appropriate action in response to policy
violations, with penalties commensurate with the severity and impact of the violation.

Contact Information

Submit all inquiries and requests for future enhancements to the policy owner at:
Saint Mary’s College
1928 Saint Marys Rd.
Moraga, CA 94575

Revision History
This standard shall be subject to periodic review to ensure relevancy.
Date Description of Change Reviewer
2/25/2024 Publish James Johnson
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